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Introduction & Background

An outstanding WID  [See (T2-00014)] that was presented and agreed at Yokohama in June 2000 is concerned with the creation of a security paper. This paper is expected to identify the threats and weaknesses related to a MExE device for Release 4. The WID was created by TSG-S3. 

Objectives

From the WID it can be seen that the output documentation that is expected from this activity has not been explicitly defined. The main aim and objective is to carry out a security analysis to define the threats to and identify any associated weaknesses associated with a MExE device.

In order to form a comprehensive understanding and analysis, this security activity will take into consideration a MExE device for each of the different releases. However the Threat Analysis will focus on Release 4 and 5.

Project Plan

Output Documents
Dates
Dependencies

All Releases



1. Develop a textual description of a MExE device and the environment that it interacts with for all releases.



Release 4



2. Using the output of 1. Identify issues in terms of security concepts and mechanisms for a MExE device and its environment e.g. W-PKI, W-ASP



3.Identify threats and required countermeasures.



4. Create policy to address any shortfalls identified.



5. Map policies to the requirements within the specification identifying any residual risk.



Release 5



6. Create security improvement plan for next release.



7. Consolidate report
















































